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Privacy and Cookie Policy 
 
 
Why you should read this policy 

 
We ask that you read this Privacy Policy carefully as it contains important information on 

who we are, how and why we collect, store, use and share personal information, your 

rights in relation to your personal information and on how to contact us and supervisory 

authorities in the event you have a complaint. 

Who we are 
 
Peer2Peer Boards is brought to you by PEER2PEER Global Limited, a company incorporated 

and registered in England and Wales under company number 10907390 whose registered 

office address is at 4D Harpenden Road, St. Albans, AL3 5AB. 

Our Website can be accessed via www.peer2peer.global (Website). 
 
We take the privacy of our members and Website visitors very seriously. We ask that you 

read this privacy policy (Policy) carefully as it contains important information about how 

we will use your personal data. 

PEER2PEER Global Limited (‘We’ or ‘us’) collect, use and are responsible for certain 

personal information about you. When we do so we are regulated under the UK General 

Data Protection Regulation (UK GDPR) and the Data Protection Act 2018. We are 

responsible as ‘controller’ of that personal information for the purposes of those laws. 

Our collection and use of your personal information 
 
Information that you provide 

 
We will obtain personal information you provide when you send us feedback, submit data 

onto our website or over the phone, post material, complete forms, contact us for any 

reason and by any medium, sign up for a service and share information via the website’s 

social media functions. We may also collect information about you from public sources, 

such as Companies House. 

We do not collect, store or process data that is labelled as sensitive under the UK General 

Data Protection Regulation (UK GDPR) and the Data Protection Act 2018. In the unlikely 

event that such data is requested, you will be given additional information as to why the 

sensitive personal data is being requested and how it will be used, often this will be 

required to provide you with our services. 

We may retain a record of any contact you make with us. 

http://www.peer2peerboards.com/
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The personal information we collect about you depends on the particular activities carried 
out and the reason for the processing. Such information includes, but is not limited to: 

• your name, address and contact details; 
 

• details of any feedback you give us by phone, email, post or via social media; and 
 

• information about the services we provide to you. 
 

Should we need to collect any further information from you, we will always explain 
what we need and why so that you’re fully aware of the personal information we 
collect about you. 

Personal information about other individuals 
 
If you give us information on behalf of someone else, you confirm that the other person 

has appointed you to act on his/her behalf and has agreed that you can: 

 
• give consent on his/her behalf to the processing of his/her data; 

• receive on his/her behalf any data protection notices; 

• give consent to any transfer of his/her data. 
 
Information from third parties 

 
Occasionally we may receive information about you from other sources, such as from 

Companies House, which will be added to the information already held about you in order 

for us to help supply our services and products to you. 

Information that will be collected automatically 
 
Cookies: We may monitor your use of the Website through the use of cookies and similar 

tracking devices. For example, we may monitor how many times you use the Website, 

which pages you go to and traffic data. This information helps to build a profile of users 

to the Website. Some of this data will be aggregated or statistical, which means that we 

will not be able to identify you individually. For further information on the use of cookies 

on the Website, please see the sections on cookies below. 

How your personal data will be used 
 
Under data protection law, we can only use your personal information if we have a proper 

reason for doing so, e.g.: 

• to comply with our legal and regulatory obligations; 
 

• for the performance of our contract with you or to take steps at your request 

before entering into a contract; 

• for our legitimate interests or those of a third party; or 
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• where you have given consent. 
 
A legitimate interest is when we have a business or commercial reason to use your 

information, so long as this is not overridden by your own rights and interests. 

The table below explains what we use (process) your personal information for and our 

reasons for doing so: 
 

What we use your personal 

information for 

Our reasons 

To provide services to you. For the performance of our contract with 

you or to take steps at your request before 

entering into a contract. 

To prevent and detect fraud against you or 

PEER2PEER GLOBAL Limited. 

For our legitimate interests or those of a 

third party, i.e. to minimise fraud that 

could be damaging for us and for you. 

Conducting checks to identify our members 

and verify their identity. 

Screening for financial and other sanctions 

or embargoes. 

To comply with our legal obligations. 

Operational reasons, such as improving 

efficiency, training and quality control. 

For our legitimate interests or those of a 

third party, i.e. to be as efficient as we can 

so we can deliver the best service for you. 

Ensuring the confidentiality of commercially 

sensitive information. 

For our legitimate interests or those of a 

third party, i.e. to protect trade secrets and 

other commercially valuable information. 

To comply with our legal obligations. 
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Statistical analysis to help us manage our 

business, e.g. in relation to our financial 

performance, member base, service range 

or other efficiency measures. 

For our legitimate interests or those of a 

third party, i.e. to be as efficient as we can 

so we can deliver the best service for you. 

Preventing unauthorised access and 

modifications to systems. 

For our legitimate interests or those of a 

third party, i.e. to prevent and detect 

criminal activity that could be damaging 

for us and for you 

To comply with our legal obligations. 

Updating member records For the performance of our contract with 

you or to take steps at your request before 

entering into a contract 

To comply with our legal obligations 
 
For our legitimate interests or those of a 

third party, e.g. making sure that we can 

keep in touch with our members about 

existing services and new services 

20To manage our relationship with you 
which will include: 

- Notifying you about changes to our 
terms or privacy policy 

- Asking you to leave a review or take a 
survey 

For the performance of our contract with 

you. 

Necessary to comply with a legal 

obligation. 

For our legitimate interest, e.g. to keep our 

records updated and to study how our 

services are used. 
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Marketing our services and those of 

selected third parties to: 

—existing and former members; 
 
—third parties who have previously 

expressed an interest in our services; 

—third parties with whom we have had no 

previous dealings. 

For our legitimate interests or those of a 

third party i.e. to promote our business to 

existing and former members. 

Credit reference checks via external credit 

reference agencies. 

For our legitimate interests or those of a 

third party, i.e. to ensure our members are 

likely to be able to pay for our services. 

We may monitor and record 

communications with you (such as 

telephone conversations and emails) for the 

purpose of quality assurance, training, 

fraud prevention and compliance. 

For our legitimate interests or those of a 

third party, i.e. to ensure our employees 

are trained to provide you with the best 

possible service. 

Disclosure of your personal data 
 
We routinely share personal information with the parties set out below for the purposes set 
out in the table above: 

 
• companies within the PEER2PEER Global Limited group; 

 
• third parties we use to help deliver our services to you, e.g. business coaches, 

training professionals and our catering team; 

• other third parties we use to help us run our business, e.g. marketing agencies or 

website hosts; 

• third parties approved by you, e.g. social media sites you choose to link your 

account to or third-party payment providers; 

• credit reference agencies; 

 
• our insurers and brokers; 

 
• our accountants and bank. 

 
We only allow our service providers to handle your personal information if we are 

satisfied they take appropriate measures to protect your personal information. We also 
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impose contractual obligations on service providers relating to ensure they can only use 

your personal information to provide services to us and to you. We do not allow our 

third-party service providers to use your personal data for their own purposes and only 

permit them to process your personal data for specified purposes and in accordance with 

our instructions. We may also share personal information with external auditors, e.g. in 

relation to ISO accreditation and the audit of our accounts. 

We may disclose and exchange information with law enforcement agencies to comply 

with our legal obligations. 

We may also need to share some personal information with other parties, such as 

potential buyers of some or all of our business or during a re-structuring. Usually, 

information information will be anonymised but this may not always be possible. The 

recipient of the information will be bound by confidentiality obligations.                                                        

Transfer of your information out of the EEA 

We do not transfer your personal data outside of the European Economic Area. In the 

unlikely event that your data is transferred outside of the EEA, these transfers are subject 

to special rules under European and UK data protection law. 

Non-EEA countries do not have the same data protection laws as the United Kingdom and 

EEA. We will, however, ensure the transfer complies with data protection law and all 

personal information will be secure. 

Marketing 
 
We may use your personal information to send you updates (by email, text message, 

telephone or post) about our services, including exclusive offers, promotions or new 

services. 

We have a legitimate interest in processing your personal information for promotional 

purposes. This means we do not usually need your consent to send you promotional 

communications. However, where consent is needed, we will ask for this consent 

separately and clearly. 

We will always treat your personal information with the utmost respect and never share it 

with other organisations outside PEER2PEER Global Limited for marketing purposes. 

You have the right to opt out of receiving promotional communications at any time by: 
 

• contacting us at hello@peer2peer.global  
 

• using the ‘unsubscribe’ link in emails. 
 
We may ask you to confirm or update your marketing preferences if you instruct us to 

provide further services in the future, or if there are changes in the law, regulation, or the 

structure of our business. 

mailto:hello@peer2peer.global
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Your Rights 
 
Under the UK General Data Protection Regulations (UK GDPR), you have the following 

rights: 

• You have the right to be informed about the collection and use of your personal 

data. You have the right of access to your personal records or other information 

that we hold about you. We reserve the right to charge a reasonable fee for our 

administrative costs involved with providing you with access if we receive a request 

which is manifestly unfounded or excessive to access personal records. We may 

also charge a reasonable fee, in relation to administrative costs, if further copies of 

your data is requested following your initial request. 

• You have the right to rectify any errors in the data we hold about you. If any 

data or information we hold about you is inaccurate, or out of date, please contact 

us and we will correct this immediately. 

• You may have the right to have the data we hold about you erased. 

• You have the right to restrict processing. 

• You have the right to ask us to stop processing your personal data for direct 

marketing purposes. You may also specify that you object to direct marketing by 

particular channels such as by email or telephone. If this is the case, please specify 

the channels you are objecting to in your communications with us. 

• You have the right to data portability. If you wish to obtain your data for your 

own purposes across different services, we will provide this information to you in 

an electronic format such as a PDF file, CSV file or via other electronic means. We 

reserve the right to charge a reasonable fee for the administrative costs of 

complying with any requests that are manifestly unfounded or excessive. 

• You have the right not to be subject to automated decision-making, 

including profiling. 

To revise your consent, request access, amend or remove your records or assert any of 

your rights set out above, you should send your request in writing to us at 

hello@peer2peer.global. 

You may need to provide proof of identity and address (e.g. a copy of your driving licence 

or passport, and a recent utility or credit card bill); and specify the personal data you want 

access to, amended or removed. This is a security measure to ensure that personal data 

is not disclosed to any person who has no right to receive it. We may also contact you to 

ask you for further information in relation to your request to speed up our response. 

We try to respond to all legitimate requests within one month. Occasionally it could take 

us longer than a month if your request is particularly complex or you have made a number 

of requests. In this case, we will notify you and keep you updated. 

mailto:hello@peer2peer.global
mailto:hello@peer2peer.global
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How long we will store your data 
 
We will keep your personal information while you have an account with us or we are 

providing services to you. Thereafter, we will keep your personal information for as long 

as is necessary including for the purposes of: 

• responding to any questions, complaints or claims made by you or on your behalf; 

 
• showing that we treated you fairly; 
 
• satisfying any legal, regulatory, tax, accounting or reporting requirements; 

 
• keeping records required by law. 
We will not retain your personal information for longer than necessary for the purposes 

set out in this policy. Different retention periods apply for different types of personal 

information. 

When it is no longer necessary to retain your personal information, we will delete it. In 

some circumstances we will anonymise your personal data (so that it can no longer be 

associated with you) for research or statistical purposes, in which case we may use this 

information indefinitely without further notice to you. 

Keeping your personal information secure 
 
We have appropriate security measures in place to prevent personal information from 

being accidentally lost or used or accessed in an unauthorised way. We limit access to 

your personal information to those who have a genuine business need to know it. Those 

processing your information will do so only in an authorised manner and are subject to a 

duty of confidentiality. We also confirm that your data will be stored on secure servers. 

We also have procedures in place to deal with any suspected data security breach. We will 

notify you and any applicable regulator of a suspected data security breach where we are 

legally required to do so. 

If you want detailed information from Get Safe Online on how to protect your information 

and your computers and devices against fraud, identity theft, viruses and many other 

online problems, please visit www.getsafeonline.org. Get Safe Online is supported by HM 

Government and leading businesses. 

Use of cookies 
 
A cookie is a small text file which is placed onto your computer (or other electronic device) 

when you access the Website. We use cookies and other online tracking devices on the 

Website to: 

• obtain information about your website preferences and tailor its operations to your 

needs; 

http://www.getsafeonline.org/
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• identify which pages are being used, helping us to analyse data about web page 

traffic and ways to improve our website in order to tailor it better to our customer 

needs; 

The information we obtain from the use of cookies will not usually contain your personal 

data. Although we may obtain information about your device such as your IP address, your 

browser and/or other internet log information, this will not usually identify you personally. 

In certain circumstances we may collect personal information about you, but only where 

you voluntarily provide it. 

In most cases we will need your consent in order to use cookies on this Website. The 

exception is where the cookie is essential in order for us to provide you with a service you 

have requested. 

Description of cookies 
 
The cookies that we utilise on our Website are placed to fulfil such functions as analysing 

how you use the Website to give you a better and more personalised experience, generate 

statistical data and allow visitors to share content with a range of networking and sharing 

platforms. 

Some of the cookies we utilise on our Website include: 
 

Cookie Name Cookie Description 

Google Analytics Google Analytics is a web analytics service 
offered by Google that tracks and reports 
website traffic, currently as a platform 
inside the Google Marketing Platform 
brand. 

 

How to turn off cookies 
 
If you do not want to accept cookies, you can change your browser settings so that cookies 

are not accepted. If you do this, please be aware that you may lose some of the 

functionality of the Website. For further information about cookies and how to disable them 

please go to: www.aboutcookies.org or www.allaboutcookies.org. 

Changes to this Policy and your duty to inform us of changes 
 
We keep our privacy policy under regular review. This privacy notice was last updated on 
02/08/2023. 

 
We may change this Policy from time to time. You should check this policy frequently to 

ensure you are aware of the most recent version that will apply each time you use the 

Website. 

http://www.aboutcookies.org/
http://www.allaboutcookies.org/
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It is important that the personal data we hold about you is accurate and current. Please 

keep us informed if your personal data changes during your relationship with us. 

How to contact us 
 
Please contact us if you have any questions about this privacy notice or the information 

we hold about you. 

If you wish to contact us, please send an email to hello@peer2peer.global 

Concerns and Questions 
 
We hope that we can resolve any query or concern you raise about our use of your 

information. 

You also have the right to lodge a complaint with the Information Commissioner. The 

Information Commissioner may be contacted at https://ico.org.uk/make-a-complaint or 

telephone: 0303 123 1113.

mailto:hello@peer2peer.global
https://ico.org.uk/make-a-complaint
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